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N.B.: r.-:.rrf'*' . 1 is compulsory. F B
(2) Attempt any THREE Questions out of remaining FIVE que&:tmnﬁ‘ W
PN "“':':.
. (a) Give two techniques to establish a covert channel. g 3 i S
(b) Compare and contrast discretionary access control and mamﬁtﬁﬁg atcess S
control. ..l.uk Y,
(¢) Define with examples i) SQL injection i1) Cross-site scrlp;mg - ~
(d) What are the different phases of a virus? Explain. S 5
. (a) What are the different kinds of malware? How do thc:, ﬁmpagate 10
(b) Explain RSA algorithm for public key anryptloh ,{%’ven modulus N =143 10
and public key =7, find the values of p. q. phl {nl aad*ﬂrwat{' ey d. Can we
choose value of e=5? Justify. :,__‘.,l_ .
. (a) What is a firewall? Explamn different lypegﬁi f“rqwall*‘ and specify at which 10
layer of the Internet stack do they 0p&;¢té9
(b) What 1s a denial of service attack? [é’z&.cu&s dlf‘ferem ways in which an attacker 10
can mount a DOS attack. o O :_-_-i-
. (a) Dastinguish between the FSP Hﬂi;l AH pmfur.ol in [PSec. Show the working of 10
each in transport and lurﬁfel mﬂac
(b) What is an IDS? H‘ﬂw dﬁg\ lj,;dllff.,r irom a honeypot? Discuss the different 10
types of IDS. 4.9 R
‘!‘:/:“'h._;\ "‘-':'
. (a) Explain the proé;b& uf‘gcncrmcm and verification of digital certificate. 10
(b) With respects W\SS],, protocoi explain the following:- 10
(1) Q&:pﬁl anon of master Key
[u} ﬂhthﬂl‘tu.atn*n of server to client.
Write s{j{qﬂ n“aws or (any four) : 20
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[a,} lows Sccurity

\,(Eb“}“ Eﬁderﬁ ea Identity Management

(ﬁ) Software Reverse Engincering

{jﬂ Knapsack cryptosystem

{c] Non-malicious programming errors




